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An optional module that allows you to manage easily all 
JRI-MySirius user credentials

The LDAP module is compatible with the Serenity and Advanced service levels of JRI-MySirius.

You can enable the option to automatically create and update User accounts in 
JRI-MySirius directly from your Active Directory (or other directory services). 
This option also enables the profile management.

The LDAP module allows you to manage user authentication by verifying user IDs/passwords 
and by assuring the security of every access to your JRI-MySirius system. 

Manage and create accounts for your different users on 

your server
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5. Authorize access

1. User access request:
User enters credentials

2. Check User credentials

3. Return user & groups* information
* Groups prefixed by « MySirius_ »

4. Create/update user if auto
creation enabled


